
Address risks proactively without impacting day to day business activities.
NCR Network and Security Services offers a multi-layered defense solution to help business operators secure their
networks, detect security risks and threats, prevent security compromises all while engaging customers and enabling
web activity reporting.

Engage customers with secure Wi-Fi capabilities
Many consumers choose where they do business based 
on reliable WiFi connectivity. NCR Network and Security 
Services enables you to offer secure wireless connectivity 
without disrupting your critical business applications. You can 
capture valuable customer data points and feedback about 
their experience. Inviting new customers to join your loyalty 
program or sending current customers a special offer is a 
great way to engage and keep top of mind.

Secure reputation and customer data
with PCI compliance
Cyber attacks are more sophisticated and common than 
ever. NCR Network and Security Services can help prevent 
data breaches and security compromises as well as address 
PCI-DSS compliance requirements. This multi-layered defense 
solution not only protects your customers’ card data, it also 
protects your business’ reputation. 

I AM NCR NETWORK AND 
SECURITY SERVICES

For more information,
visit www.ncr.com, or email info.hostedsolutions@ncr.com.
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Core Components

Optional Components

Why NCR?

NCR Corporation (NYSE: NCR) is the global leader in 
consumer transaction technologies, turning everyday 
interactions with businesses into exceptional experiences. 
With its software, hardware, and portfolio of services, NCR 
enables more than 550 million transactions daily across 
retail, financial, travel, hospitality, telecom and technology, 
and small business. NCR solutions run the everyday 
transactions that make your life easier.

NCR is headquartered in Duluth, Georgia with over 30,000 
employees and does business in 180 countries. NCR is a 
trademark of NCR Corporation in the United States and 
other countries. The company encourages investors to visit its 
web site which is updated regularly with financial and other 
important information about NCR. 

Better manage the entire customer experience
Protect every touchpoint of the customer experience from 
online ordering to loyalty programs to payment processing 
with powerful and secure IT infrastructure.

Lower your IT costs
NCR can help reduce operational costs by minimizing 
your exposure to malicious threats and limiting the cost of 
unexpected support.

Enhance employee productivity
NCR Network and Security Services helps you reduce 
diversions and protect your business by giving you the ability 
to limit access to undesirable websites.

Integrated systems reduce risk of breach
Minimize the chance of a security breach in your POS terminals, 
mobile solutions and customer outreach services with a 
completely integrated network.

• Site Shield - Commercial grade managed firewall to protect 
network from external sources

• Threat Defender - End-point protection utilizing app 
whitelisting technology

• Secure Access - Data remains safe when accessed remotely

• Breach Assistance - Financial support to protect you and 
your customers should a breach occur

• Managed Wi-Fi - Dedicated access point, customizable 
Splash Page and Connection Management

• Managed Anti-Virus program

• Patch Management (for Microsoft, Adobe, and  
Java software)

• PCI Compliance Services - External scanning, SAQ 
assistance, security policy templates and on-demand 
security training

• Internal vulnerability scanning

• Event Logger - Log management and change detection/FIM


